
The Cyber Security Breaches Survey measures how well UK businesses 
approach cyber security, and the level, nature, and impact of cyber 
attacks on businesses. 

Senior managers in three-quarters (73%) of micro/small businesses say that 

cyber security is a high priority, with over two-fifths (45%) of all micro/small 

businesses having identified a cyber security breach or attack in the last 

year. Of the micro/small businesses that consider it a low priority, over a 

third (35%) have nonetheless identified a breach.

Micro/small businesses are less likely than medium/large firms to have cyber 

security measures in place, such as formal policies (32% vs. 61%), or cyber 

security training for staff (19% vs. 47%). They are also less likely to have sought 

any information, advice or guidance on the topic than medium/large firms 

(57% vs. 77%). Even across micro/small businesses, it is the smallest businesses 

(with 2 to 9 staff) that are least likely to have taken these actions, despite two-

fifths (38%) of these micro businesses having experienced breaches. 

• The main report detailing all the survey findings is available at: www.
gov.uk/government/statistics/cyber-security-breaches-survey-2017

• Further guidance on how businesses can protect themselves can be 

found on the National Cyber Security Centre website and GOV.UK 

website: www.ncsc.gov.uk/guidance and www.gov.uk/government/
collections/cyber-security-guidance-for-business 

Technical note: Bases for graphics: 985 micro/small UK businesses with 2 to 49 employees; 427 micro/

small businesses who identified a breach or attack in the last 12 months; 206 micro/small businesses who 

have none of the governance or risk management arrangements listed in the survey (board members 

with cyber security responsibilities, outsourced cyber security providers, formal cyber security policies, 

business continuity plans or staff assigned to information security or governance); 538 medium/large UK 

businesses. Fieldwork dates: 24 October 2016 to 11 January 2017. The data is weighted to be representative 

of UK businesses by size and sector.
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